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How to move forward accreditations in pandemic crisis (remote audit plan) 

II. Need for remote audits 
A. WMDA Accreditation Programme  

WMDA has developed its Accreditation Programme as a stepwise progress, beginning first with 
WMDA certification/qualification (depending on the level of activity of the applicant organisation) 
and followed by WMDA accreditation, to help registries achieve compliance with the WMDA 
Standards.  

Certification/Qualification: The applicant must comply with a subset of WMDA Standards 
designated as “benchmark”. Certification is awarded for four (4) years with a mid-cycle surveillance 
occurring two (2) years after certification/qualification. In this step the assessment is based on a 
desk evaluation through the WMDA Share platform. 

(Re) Accreditation: The applicant must hold WMDA qualification status or be renewing their 
accreditation status. The registry is required to meet all of the WMDA Standards. Accreditation is 
awarded for four (4) years and can be renewed. A mid-cycle surveillance occurring at two (2) years. 
The evaluation process to be (Re) Accredited includes an on-site audit.  

 

Therefore, to comply with the requirements of WMDA Certification Scheme, on-site audits should be 
performed for those applicant organisations going from qualification to accreditation or renewing 
their accreditation (see diagram below). 

Figure 1 – Qualification-Certification-(Re)Accreditation workflow 
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B. COVID-19 Pandemic 
 

WMDA is currently listing 137 different sources of Adult Volunteer Donors and Cord Blood Units 
from 100 different organizations in 55 different countries. [ See: WMDA Total Number of Donors and 
Cord blood units for up-to-date information]. 

As of the issue date of this report, 89,55% of the Adult Volunteers Donors and Cord Blood Units 
come from WMDA Accredited or Qualified organisations. 

WMDA Accredited and Qualified organisations are distributed worldwide, the same as WMDA 
reviewers (auditors). Pandemic travel bans make it impossible to continue with the on-site audits.  

Aggravating factors:  

- Both applicant organisations and WMDA reviewers work on the health care field. 
- WMDA main aims are always to protect both donors and patients. 
- Transition to 2020 WMDA Standards: WMDA 2020 Standards version became effective on 

July 1, 2020. A discontinuation or a big-time gap in the accreditation processes will mean a 
long delay in the adoption of the new Standards that incorporate important regulations and 
progress in the field of Hematopoietic Stem Cell transplantation.  

That lead to a decision of WMDA Board on April 14th, 2020:  

To delay all future applications and put in place alternative options for ongoing reviews. 

 

Part of the impact analysis was focused on gathering information about affected organisations: 

 

 

WMDA had fourteen organisations impacted from twelve different countries and forty-two auditors 
involved in these processes from all over the world. An alternative solution for on-site audits was 
needed so that WMDA was not forced to interrupt the Accreditation Programme. 

  

Country UOID Step Accreditation Type WMDA Accreditation From---to
Ireland ION-5590 2.Submission Accreditation (full) WMDA accredited (D) ACC to ACC

Italy ION-7450 2.Submission Accreditation (full) WMDA accredited (D/C) ACC to ACC
New Zealand ION-8261 2.Submission Accreditation (full) WMDA accredited (D) ACC to ACC

United Kingdom ION-2731 3.Review and RFI Accreditation (short) WMDA accredited (D/C) ACC to ACC
Israel ION-5239 3.Review and RFI Accreditation (full) WMDA qualified (D/C) Q to ACC

US ION-3553 4.RFI response Accreditation (full) WMDA accredited (D/C) ACC to ACC
Israel ION-4987 4.RFI response Accreditation (short) WMDA accredited (D) ACC to ACC

Finland ION-9738 4.RFI response Accreditation (full) WMDA qualified (D/C) Q to ACC
Greece ION-4868 0.Unstarted Accreditation (full) WMDA qualified (C) Q to ACC

Singapore ION-3785 0.Unstarted Accreditation (full) WMDA qualified (D) Q to ACC
Japan ION-4364 0.Unstarted Accreditation (full) WMDA accredited (D) ACC to ACC

The Netherlands ION-8139 0.Unstarted Accreditation (full) WMDA accredited (D/C) ACC to ACC
Czech Republic ION-4753 0.Unstarted Accreditation (full) WMDA qualified (D/C) Q to ACC

US ION-1033 0.Unstarted Accreditation (full) WMDA accredited (D) ACC to ACC
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III. Development, validation, and implementation of Remote Audits 

C. Acceptance of remote audits by IAF and RvA. 
 

WMDA Accreditation Programme is preparing its application to ISO 17065 – Conformity 
Assessments: Requirements for bodies certifying products, processes, and services. For that reason, 
it was crucial to find out the requirements/guidelines from the following entities:  

- International Accreditation Forum: IAF ID 3 Informative document for management of 
extraordinary events or circumstances affecting ABs, CABs and Certified organisations. 

- Dutch Accreditation Council: RvA-T051-UK Management of extraordinary events or circumstances 
affecting RvA accredited bodies and their customers. 

 

Conclusions from the research: 

Extraordinary event or circumstance  
A circumstance beyond the control of the organization, commonly referred to as “Force Majeure” or 
“act of God”. Examples are war, strike, riot, political instability, geopolitical tension, terrorism, crime, 
pandemic, flooding, earthquake, malicious computer hacking, other natural or man-made disasters. 
 

The Conformity Assessment Bodies (CABs) should assess the risks of continuing certification and 
establish a documented policy and process, outlining the steps it will take in the event a certified 
organization is affected by an extraordinary event. 
 
The established policy and process of the CAB should define methods for evaluating the current and 
expected future situation of the certified organization and define alternate potential short-term 
methods of assessing the organization to verify continuing effectiveness of its management systems. 
 

At that point, it was clear that remote audits were a short-term solution accepted by the Dutch 
Accreditation Council and that those remote audits should be subject to specific requirements: 

• Policies and procedures for remote assessment should include: 
o Criteria for initiating a remote assessment 
o Planning and scheduling of a remote assessment 
o Conducting a remote assessment 
o Post assessment activities. 

 
• There must be agreement with the institution or company on how the assessment will be 

carried out. 

• The assessment must be performed with a secure connection; Microsoft Teams and Skype 

meet this requirement. 

• The assessment plan will consider a less efficient use of time due to possible unfamiliarity 

with the videoconference service or a faltering connection.  
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• The assessment report must explicitly state that the assessment has been carried out 

remotely. 

D. Risk analysis 
Second step to consider if remote audits were feasible to maintain WMDA Accreditation Programme 
was to perform a risk assessment. This risk analysis was followed by a mitigation plan to address the 
identified risks. 

The risk assessment methodology includes evaluation of probability and impact as follows: 

 

 

 

 

 

 

LL, LM and ML risks do not need to be addressed in a mitigation plan. 

 

WMDA remote audit risk assessment 

 

 

PROCESS RISK PROBABILITY IMPACT NEED TO ADDRESS COMMENTS/PREVENTION/MITIGATION ACTION DESCRIPTION

On-line "site visits" 
(remote audits)

Failure to effectively 
evaluate status of 

registry if not 
physically present to 
question staff or see 

documentation

Medium High Yes

Can interview staff during remote audit and view documentation on-line. 
Will require list of documents to be made available in advance and 

strategy for viewing whether holding up to screen or screen sharing. Will 
not be as "spontaneous" as requesting while on-site. Can't see daily 
interactions of staff or observe situations like staff leaving computer 

unlocked. Will have reviewed documentation (SOPs, forms) in advance.

Create file availability form to determine the files that are 
going to be inspected during remote audit. During the 

audit, auditees should show the files via screen sharing.

On-line "site visits" 
(remote audits)

Unprepared with plan 
for remote audits

Low Low No
Our checklists and overall plan (e.g., opening and closing meetings) guide 
the audit and can be readily applied to remote audit.

On-line "site visits" 
(remote audits)

Inability to evaluate 
physical infrastructure 

of registry
Medium Medium Yes Can request tour of registry using camera in cell phone/laptop. 

Request presentation or pre-recorded video showing 
applicant organisations facilities regarding security and 

information system.

On-line "site visits" 
(remote audits)

Inadequate 
information/communi

cation technology
Medium High Yes

Difficulties in using the technology for communication like poor internet 
connections, unfamiliarity with technology, lack of equipment at registry. 
Need to determine technology to be used in advance in discussion with 
registry. Need IT recommendation for which technology to use (eg Zoom, 
Skype, etc). Need advance practice and plan if technology fails during 
remote audit.

a)  Request advise from WMDA Security and Privacy 
Committee about videoconferencing tools.

b) provide to the applicant organisation with 
tutorials/videos about the use of the videoconferencing 

tool and offer a trial before remote audit

On-line "site visits" 
(remote audits)

Potential exposure of 
confidential 
information

High High Yes
Confidential information can be exposed through poor security of the 
communication technology. Need security assessment by both WMDA 
and registry and recommendations. 

a) WMDA Security and Privacy Committee to provide 
Security measures for videoconferencing tools.

b) Add specific measures in NDA for reviewers and 
provide the applicant organisation with the right of 

request additional measures.

On-line "site visits" 
(remote audits)

Difficulty in 
scheduling required 

time
Medium High Yes

Time zone issues may make scheduling difficult especially if plan to allot 
the same amount of time as on-site. Need to stay on schedule and plan 
availability of staff accordingly. Need to develop clear plan in advance 
including documentation to be available in order to remain on schedule.

a) split the audit in several sessions scheduled over 3-4 
days.

b) replace any auditor that due to time zone issues is 
unable to participate in the audit

c) draft generic audit plan and customize depending on 
the audit needs.

On-line "site visits" 
(remote audits)

Inability to determine 
when remote audit 

will be sufficient 
versus need for on-

site

Low High Yes
Need to develop set of criteria that guide when a remote audit can be 
utilized and whether a follow-up on-site audit is needed

a) Prepare validation plan for remote audit process
b) survey applicant and auditors

c) if remote audit is not sufficient determine additional 
assessments.

On-line "site visits" 
(remote audits)

Documentation on 
non-conformities 

may be inadequate.
Low Medium No

 Need to report how nonconformaties were observed and to record 
sufficient information about source.

On-line "site visits" 
(remote audits)

Reviewers 
inexperienced with 

remote audits
High High Yes Need training program

a) Prepare Webinar about remote audits
b) Use WMDA Share to provide information about 

remote audits to applicants and auditors.

Impact High Medium Low
High HH HM HL
Medium MH MM ML
Low LH LM LL

Probability
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1. Action plan to implement WMDA Remote audits 
a. Alert WMDA membership, survey registries about remote audit 
b. Discuss logistics with WMDA Accreditation Committee and WMDA reviewers 

(auditors) 
c. Discuss platform security and confidentiality with WMDA’s Security and 

Privacy Committee and other organizations like JACIE, FACT 
d. Develop all supporting documents needed for the remote audit process 
e. Hold pilot audit with registry 
f. Train reviewers 
g. Inform and train registries. Prepare example / instruction videos on ‘tour’ of 

registry and ‘audit’ of one case file  
h. Survey participants in remote audits and assess satisfaction 

 
2. Adjustments after 1st pilot audit 
3. Validation 

 

E. Implementation of WMDA Remote audit 

a. Survey to registries 
A survey was conducted in and the results were analysed by WMDA Accreditation Steering 
Committee. Please see [Annex I – Survey on Remote Audits] 

WMDA received responses from 8 registries already Qualified or Accredited.  

Main concerns from registries: 

- Preparation of the files to be audited, especially if the registry has paper files. 
- Data security and confidentiality. 
- Time difference problems. 

The results from this survey were incorporated in the risk analysis and all the risks were addressed.  

 

b. Logistics and platform 
 

b.1 Platforms: 

As Zoom is the platform used by WMDA for meetings, trainings, and other events, it was decided 
that WMDA will facilitate remote audits using Zoom, giving the option to the registries to use 
another platform if they do the necessary arrangements. 

• Zoom with registry: 

• WMDA Office will host and ensure security measures (see b.2) are in place; 
reviewers will be trained to troubleshoot with WMDA Office backup if needed 
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• Another platform at registry request: 

• Registry will host, ensure security measures are in place, and troubleshoot the 
platform 

• Recommendations for security requirements will be sent to registry in advance by 
WMDA 

Just as if the review team were on-site, a separate Zoom meeting for reviewers’ internal discussions 
will be organized.  

 

b.2. Security measures 

Compliance with regulations in information security is on top of WMDA priorities. One of the most 
critical items to address in the process of implementation of remote audits was how to perform the 
audit without compromising registries information.  

The Accreditation Steering Committee decided to bring this concern to WMDA Security and Privacy 
Committee. As a result, the following measures were agreed and documented: 

Please see [Annex II – ACC-2705-SP_Security measures for remote audits] 

 

• The communication platform (e.g. Zoom) will be updated by the participants just prior to 
each audit 

• No one may join before the host 

• A randomly generated password will be required to participate in the conference 

• Only registered participants will be allowed to join the conference; waiting rooms will be 
utilized 

• Once the designated participants are in attendance, the conference will be locked so that 
others cannot participate  

• Reviewers will sign a WMDA confidentiality agreement in advance that will describe the 
precautions to be taken during the audit 

• Reviewers will sign a registry-specific confidentiality agreement in advance if one is provided 
by the registry 

• IT support will be available should problems with the platform arise 

• The audit will not be recorded; reviewers will not be allowed to copy any materials e.g. 
through screen shots 

• Reviewers must ensure no one at their location can view screen or listen to audit 

• Screen-sharing by the registry will be used to show electronic / scanned files 

• File sharing via a secure FTP site with limited access was considered but it is preferable that 
files should not be available without control by the registry 
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• Will prevent unauthorized access of registry’s database above and beyond files under 

discussion 

 

b.3 Format 

It was an unanimous decision that remote audits will be based on the same principles of the on-site 
audits and were going to be performed in a similar way but need some additional preparation from 
both sides, audited organization, auditors and WMDA as Certification Body. 

The Accreditation Steering Committee agreed on the following: 

• Utilize same checklists as on-line audit but completed electronically 

• Review files/documents on-line 

• ‘Meet’ with same staff members, same agenda as on-site 

• ‘Accompanied’ by quality manager / English speaker 

• As a substitute of the ‘Tour into the registry’, a video/slides with focus on key areas like 
entry to registry, security of IT section can be done. 

• Audit will be spread out over several days with appropriate adjustment for time zones 

• Add session to remote audit if needed to discuss findings from the desk review (RFI) 

• Reviewers will have separate connection to allow confidential discussions during the audit 

• Reviewers will need to note details of what they have not adequately reviewed due to 
remote nature of audit and provide rationale for why this would not result in failure to 
approve certification. 

b.4 Incorporating WMDA 2020 Standards VERSION 

WMDA Standards are revised every 4 years to incorporate new/updated regulations and scientific 
progress on the field. 

One of the main worries about the interruption of WMDA accreditation processes in our community 
was the incorporation of the WMDA 2020 Standards version. 

WMDA policy about upgrading Accreditation status to the new version of the standards was to do it 
during a complete assessment of the organization. That means that organizations should adopt 
new/changed standards and be evaluated during an Accreditation or Re-accreditation process that 
takes place every 4 years (see Figure 1 – Qualification-Certification-(Re)Accreditation workflow). 

For those registries that were in the middle of an (Re)Accreditation process when the pandemic 
started, the lack of implementation of alternative assessment methods like the remote audits, will 
mean they will need to wait for 4 years. The same applies for registries that needed to start the 
process during 2020, since WMDA could not afford to delay these processes and overlap them with 
the planned processes, due to capacity constraints.  
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After the remote audit, a specific desk review process to upgrade to 2020 WMDA Standards was 
created.  
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Figure 2 – Remote audit process definition 
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Figure 3 – Detail of steps and requirements in the remote audit process 
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c. Develop all supporting documents needed for the remote audit process. 

To implement the remote audits, WMDA has had to develop/adapt supporting documentation that 
includes: 

- WMDA audit checklists: to adapt them to remote assessments 

- WMDA Accreditation reports: new reports were created to provide complete information about 
the new process and to comply with IAF and RvA requirements (see Chapter C: Acceptance of 
remote audits by IAF and RvA). 

- Availability of files for review: WMDA community is built up of a wide variety of organizations with 
different sizes and resources. Some organizations are almost completely digitalized but others work 
with paper files. Those who work with paper files will need to scan them to be able to share them 
during the remote audit. 

- Other documents  

c.1 WMDA audit checklists 

Seven audit checklists are used to guide the audit:  

1) Registry 
2) Search 
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3) Donor Verification Typing Requests 
4) Workup / Collection 
5) Cord Blood 
6) Donor Follow-up 
7) Quality Management System 

 

All audit checklists were reviewed to assess their feasibility to be completed during the remote 
audit, to reflect the type of process (remote or on-site audit) and to register the files that have been 
audited. 

Status of the Audit checklists: 

 

 

A Work Instruction was also updated as a guidance to use these checklists, regardless the process is 
done on-site or remotely.  
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Figure 4 – Example of reviewed audit checklist. 

 

 

 

c.2 WMDA Accreditation reports 

Before the remote audits were implemented, one unique report was issued at the end of the 
(Re)Accreditation process, compiling all the information from the desk review and the on-site visit. 

WMDA Accreditation is accepted by regulatory bodies in different countries as proof of quality in 
operations. It is also an accepted global requirement for the exchange of Haematopoietic Stem Cells 
for patients in need all over the world. For that reason, WMDA stablished three new stages during 
the pandemic: 

- Organisations that did successfully complete the desk review 
- Organisations that did successfully complete the desk review + remote audit 
- Organisations that successfully completed desk review + remote audit + upgrade to 2020 

Standards. 
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The public information available reflected these statuses and a report was issued for the three 
stages. 

Stage Report Remarks 
Desk review successfully 
completed 

F-ACC-602-03 Interim 
(Re)Accreditation report 

Interim (Re) Accreditation Report. Due to the COVID-
19 pandemic and according to WMDA Board decision 
on 14th April 2020, the site assessment of the registry 
has been postponed. The aim of this report is to 
provide information about the findings of the desk 
review until the next steps can be completed. If, as a 
result of this desk review, the registry is considered 
compliant with WMDA Standards, the registry will 
receive an Interim Certificate and will be listed with the 
status <“Accredited-pending OS 2017”> (for already 
accredited registry) OR <”Qualification Status + Desk 
review approved for all 2017 WMDA Standards” (for 
qualified registry)>.)>.  
 
 

Desk review + remote 
audit successfully 
completed 

F-ACC-602-4 (Re) 
Accreditation report 
including remote audit 

Due to COVID-19 pandemic, WMDA has performed a 
remote audit instead of an on-site visit to assess 
compliance with WMDA Standards 
 

Desk review + remote 
audit + upgrade to 2020 
WMDA Standards 
successfully completed 

F-ACC-602-05 (Re) 
Accreditation report 
including upgrade to 
2020 WMDA Stds. 

Due to COVID-19 pandemic, WMDA has performed a 
remote audit instead of an on-site visit to assess 
compliance with WMDA Standards. Evidence of 
compliance to new and updated WMDA standards 
implemented July 1, 2020 has been assessed 
following the remote audit.    
 

 

c.3 Selecting files for review 
Initial requirements for selecting files agreed by the Accreditation Steering Committee can be found 
below. The aim of this document is to guarantee that files will be available for the remote audit via 
screen sharing to remain on the planned schedule: 

• In advance, determine what files the registry has in-house and whether there is easy 
electronic access to files for audit 

• Registry will be asked in advance if their files are electronic or paper; will be asked to give 
range of files available so reviewers can select specific files in advance 

• If electronic, registry is notified of the files to make available at the time of the first 
introductory meeting with reviewers 

• If paper, registry will receive earlier advance notice to ensure time to scan files to be shown 
to the reviewers 
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• Timing of request for specific files will depend on how much work it will take to prepare files 

for viewing 

The form “F-ACC-Audit documents available” was created following these requirements. This form 
will allow auditors to select the files in advance and the organization to prepare/scan the files to 
make them available during the remote audit. 

Figure 5 – F-ACC-OSA-008 Audit Documents available  
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Figure 5 – F-ACC-OSA-008 Audit Documents available (continuation)

 

 

c.4 Other documents: COI for auditors 

Adaptation of the Conflict-of-Interest, Confidentiality, and document destruction Form. 

During remote audits, the same way as in the on-site audits, the auditors might check forms that 
contain personal information about donors and patients. This information is protected under 
General Data Protection Regulation (EU) 2016/679 (GDPR). 

With the incorporation of the remote audits, new requirements need to be added to the Annex III – 
F-ACC-401-1 COI, Confidentiality, and document description statement that auditors need to sign 
before the audit: 

- Audit will not be recorded 

- Audit materials will not be copied (e.g. through screenshots) 

- The location to perform the remote audit will ensure that no one else can view the screen or listen 
to the audit.  

In addition to WMDA form, the audited organizations can request specific requirements regarding 
confidentiality by communicating to WMDA Office. 

 

d. Hold pilot remote audit  

The aim of a pilot audit was to validate the new process and to do any required adjustments 
identified.  
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d.1 Validation 

Objectives of the validation process: 

- The defined process can be done in a consistent way and complying with all the requirements set. 

- Detect if the audit objectives can be covered with the remote audit or if there are any areas that 
require further assessment. 

- Identify any risk not covered in the initial risk assessment. 

- Analyse the workload and satisfaction of the audited organization. 

The tools used for this validation where: 

- Participation of the WMDA Quality and Accreditation coordinator in the pilot audit to 
supervise the fulfilment of the requirements 

- Post-audit surveys to auditors and auditees.  

Results of first pilot remote audit 

Dates of the pilot remote audit: March 8th to 12th from 9:00 CET to 14:00 CET with 1 hour break. 

Review Team: IA (Norway), MK (Czech Republic) and RN (China) 

Audited organization: ION-9738 (Finland) 

Registry was qualified in 2016. In 2019, the registry applied for WMDA Accreditation, completing the 
desk review in 2020 and planning the on-site visit when the pandemic started.  

 

Step 1: Remote audit approval 

☒Confirm with the audited organization the 
willingness to perform a remote audit 

WMDA contacted the auditee and participation 
on the pilot remote audit was confirmed by email 
on January 19th. 

☒ Provide information about the remote audit 
process 

WMDA Office provided detailed information of 
the: 
- process and  
-all the steps needed  
to complete the pilot remote audit, both in calls 
and in writing during Feb 18th, 2021.  

� ☒ Agree on the video conferencing platform and 
the security measures.  

Security measures determined by WMDA Security 
and Privacy Committee where shared with the 
audited organization. Their IT department 
recommended to use Teams instead of Zoom and 
arrange all the meetings according to their own 
security measures.  That was communicated to 
WMDA on March 5th, 2021. 

� ☒ Determine if the audited organizations require 
additional confidentiality measures.  

No additional confidentiality measures where 
required.  
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Step 2: Confirmation of dates/times 

☒ Confirmation of dates/times with auditors and 
auditees. 

 

Step 3: Preparations 

Auditees should provide at least 2 weeks in 
advance: 
☒ Audit documents available form 
☒ Registry tour 

F-ACC-720-04 Audit Documents Available was 
provided by the audited organization together 
with slides showing the organization facilities 
and security systems on February 25th, 2021. 
No issues were reported regarding the 
preparation of both documents. Reviewers found 
documentation appropriate to determine the files 
to be audited and checked registry security 
system. 

Step 4: Scheduling meeting 

Audited organization:  
☒ To provide names and emails from staff 
members 
☒ To confirm if any confidentiality measure for 
reviewers is needed 

 

Stated in WMDA Share 

Audit review Team (Team Leader): 
☒ To select the files to be audit 
☒ Provide feedback on the registry tour (if 
something is missing) 
☒ Alert the registry about areas listed in the 
Written report that need further assessment and 
translations if needed 

 

Files to be audited were stated in WMDA Share 
by the Team Leader of the review team.  
No missing information from registry tour. 
 

WMDA Office: 
☒ Confirm security and confidentiality measures 
with registry 
☐ After the call: provide ZOOM links for remote 
audit and review team meetings. 
☒ Agree with registry presence of observers 
 

No additional measures where required. 
As the organization decided to use Microsoft 
Teams, no ZOOM links where provided. 
Presence of observers was discussed during the 
scheduling call and the registry agreed provided 
that WMDA COI form was signed by observers 
before the audit. 
 

Step 5: Trial zoom call 

☐ If the registry is not familiar with zoom, 
WMDA will offer a trial session 

Not applicable as the videoconference platform 
used was Microsoft Teams. The audited 
organization did some internal training.  
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Step 6: Remote audit 

☒ Remote audit schedule appropriate 
☒ Assessment feasible 
☒ Videoconferencing platform  
  

The pilot remote audit was developed in a 
smooth way. All audit objectives could be 
achieved, the proposed schedule fit with the time 
needed to cover each checklist and no issues with 
sound or screen sharing occurred. 

Surveys from audited organization and auditors show a high level of satisfaction with the pilot 
remote audit. 

d.2 Adjustments after 1st pilot audit 
Even do the process was successful, some adjustments need to be made on the following 
documents: 

- F-ACC-OSA-008 Audit Documents Available 

- F-ACC-OSA-007 Checklist Quality Management System 

- WI-ACC-OSA-002 Guidance for audit checklist 

- WI-ACC-OSA-003 Remote audit schedule 

And two more documents were developed to be used as guidance by the auditors: 

- WI- ACC-OSA-004 Pre-planning meeting for remote audit 

- F-ACC-OSA-009 Checklists Intro-Closing meeting  

 

d.3 2nd and 3rd pilot audits 

Two more pilot remote audits were developed to validate the implementation of the process: 

- Audited organization ION-3785 (Singapore), on April 12-16, 2021. 
- Audited organization ION-2731 (United Kingdom), on June 7-11, 2021 

Minor adjustments to the process were made after these remote audits, gathering information 
through the surveys and according to the observations made by the WMDA Quality and 
Accreditation Coordinator.  

e. Train auditors and auditees 
Three main training opportunities are available for WMDA community: 

- Information in WMDA Share for audited organizations, explaining the steps to perform a 
remote audit and giving examples of how auditees can prepare their audit 
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- Information in WMDA Share for auditors 
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- Webinars:  
 
WMDA has developed weekly webinars for Ensuring Quality 

 
 
On February 11th, 2021 the webinar was focused on Remote audits. 
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The webinar was built in a way that can help auditors and auditees in the preparations of an 
audit. Slides and recording are made available via WMDA Educational platform and WMDA 
Share. Auditors need to complete a Quiz to gain continuous education credits. 
 
 
Pleases see [Annex IV- Slides Webinar] 
 
A second webinar on remote audits was held during WMDA Virtual meeting week 922-26 
March 2021). 
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This second webinar included the results of the first pilot remote audit. 
 

 
 
 
 
And information regarding the update to WMDA 2020 Standards: 
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IV. Workflow for remote audits and future plans 
The workflow for remote audits has been stablished and is now part of WMDA policies and 
procedures to perform the assessment of applicant organizations to WMDA Accreditation 
Programme. 

Organizations with remote audit in 2021 

 Applicant 
organization 

Availability form + 
Registry tour due 
date  

Call with TL  Remote 
Audit  

Post-audit review  Update to WMDA 
2020 Standards 

FSCR 
  

Due date Feb 
22nd. Received  

March 1st  March 8-
12, 2021 

  

Done Done 

BMDP 
  

Due date March 
25th. Received  
  

March 30th  
  

April 12-
16, 2021 

Done  Done  

NMDP  
  

Due date May 
25th. Received  

2021-06-01  June 14-
18, 2021 

Done In progress: auditor 
confirmed 

NHS (Bristol)  
  

Due date May 
21st. Received   

2021-05-24.   June 7-11, 
2021 

Done In progress: auditor 
confirmed 

 Ezer Mizion  
  

Early July  TBD (week 
July 12th)  
  

August 2-
6, 2021 

Done In progress: auditor 
confirmed 

IBMDR Due date Nov 1st. 
Received 

2021-10-02 Nov 18-24, 
2021 

 N.A. 

IUBMR Due date Nov 
15th. Received 

2021-10-18 Nov 29 – 
Dec 3 

 N.A. 

NZBMDR Due date Nov 
29th.  

TBD Dec 13 - 
17 

 N.A. 

 

IAF, ILAC and ISO have conducted a survey on remote techniques. More than 4000 participants 
showed a highly positive view of this technique. The complete survey report can be found here: Use 
of Remote Techniques Supported by Joint Survey - IAF 
  
WMDA has conducted 6 remote audits this year with very satisfactory results. As part of our 
commitment to continuous improvement, we will keep on incorporating input from our members 
and relevant organisations in the accreditation field to improve WMDA audits in the future.  

 

Given the current situation and the specific characteristics of WMDA Community and Accreditation 
Programme, involving organizations and auditor from all over the world, it has been decided to 
continue performing remote audits until July 1, 2022. A re-evaluation of the progress to a “new 
normal” will start on April 2022.  
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Annex I – Survey on Remote Audits 
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Annex II – ACC-2705-SP_Security measures for remote audits 
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Annex III – F-ACC-401-1 COI, Confidentiality, and document description statement 
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Annex IV- Slides Webinar 
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